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Good morning Mr Singh

Further to a report of an intoxicated male being carried out of your  premises on 17.12.24, a Licensing visit was
conducted with PC 2810 Buchanan and PC 1122 Rushen.
At the time of our visit,  the sole member of staff on duty stated she had not received training and was unable to
assist us, however she  contacted Sarah Day who was in the vicinity. Sarah told us that  she no longer works regularly
 at the premises  but would endeavour to assist with our enquiry.

It was evident at the time of the visit that there was no appropriate person in charge of the premises, and the
breaches as per the attached document were evidenced.

As you will note, I am copying the Licensing Authority into this email for  their records.

Regards

Louise Busfield 8952
 

Licensing Officer

Drug & Alcohol Harm Reduction Team
Bournemouth Divisional Headquarters
5 Madeira Road
Bournemouth
Dorset Police
BH1 1QQ
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2.2. The Licensee shall maintain the existing CCTV system to the reasonable standard acceptable to the Dorset Police Crime Prevention Officer and in conjunction with which the system is installed. 

Breach – CCTV is not of the standard as required by Dorset Police



2.2.1 All recordings shall be stored for a minimum period of 31 days with correct date and time stamping. 

Breach - CCTV stored for 12 days 



2.2.2 A staff member from the premises who is conversant with the operation of the CCTV system shall be on the premises at all times when the premises are open to the public. 

Breach – sole member of staff was unable to operate CCTV 



2.2.3 Facilities shall be made to allow Police and other authorised officers to view recordings immediately on request and to be provided with copies in a playable format as soon as is reasonably practicable provided that any such request is compliant with data protection legislation. 

Breach – sole member of staff was unable to operate CCTV 



2.2.4 A check of the CCTV shall be completed and recorded weekly to ensure all cameras remain operational and the 31days' storage for recordings is being maintained. 

Breach – no CCTV log produced 



2.3.1 All door staff must sign a register when performing their duties at the premises. This register is to contain the full names, SIA badge numbers and contact details of that person. These records are to be made available on request to any relevant authority for the purposes of investigating or preventing crime or apprehending or prosecuting an offender. 

Breach - full names, SIA badge numbers and contact details not documented 



2.3.2 Two SIA registered door supervisors shall be provided if one floor is open or Four SIA registered door supervisors shall be provided if both floors are open. 

Breach – 26.10.24 only 1 SIA on duty 



2.3.3 If any event or function is scheduled to take place at the premises that is different from normal day to day operation (for example the showing of a major televised sporting event, or a private booking or promoted event), a risk assessment shall be undertaken to determine whether or not door supervisors (or additional door supervisors as the case may be) need to be deployed on such occasions. Copies of any risk assessments shall be made available to the Police on request. 

Breach – no Risk Assessments  produced 



2.6.1 The refusal records shall be reviewed by the DPS or his/her deputy at least once a week and signed to that effect. 

Breach – refusals  record not signed off 



2.8. Staff training shall be provided and recorded. All training  records shall be made available immediately upon the request of the police or an authorised officer of the council. 

Breach – staff on duty have not received training . Training records for other staff incomplete



Of further concern is that no staff on premises have access to UKPac  or Pub Watch, therefore unaware of  banned persons.









2.2. The Licensee shall maintain the existing CCTV system to the reasonable standard 
acceptable to the Dorset Police Crime Prevention Officer and in conjunction with which the 
system is installed.  
Breach – CCTV is not of the standard as required by Dorset Police 
 
2.2.1 All recordings shall be stored for a minimum period of 31 days with correct date and 
time stamping.  
Breach - CCTV stored for 12 days  
 
2.2.2 A staff member from the premises who is conversant with the operation of the CCTV 
system shall be on the premises at all times when the premises are open to the public.  
Breach – sole member of staff was unable to operate CCTV  
 
2.2.3 Facilities shall be made to allow Police and other authorised officers to view recordings 
immediately on request and to be provided with copies in a playable format as soon as is 
reasonably practicable provided that any such request is compliant with data protection 
legislation.  
Breach – sole member of staff was unable to operate CCTV  
 
2.2.4 A check of the CCTV shall be completed and recorded weekly to ensure all cameras 
remain operational and the 31days' storage for recordings is being maintained.  
Breach – no CCTV log produced  
 
2.3.1 All door staff must sign a register when performing their duties at the premises. This 
register is to contain the full names, SIA badge numbers and contact details of that person. 
These records are to be made available on request to any relevant authority for the 
purposes of investigating or preventing crime or apprehending or prosecuting an offender.  
Breach - full names, SIA badge numbers and contact details not documented  
 
2.3.2 Two SIA registered door supervisors shall be provided if one floor is open or Four SIA 
registered door supervisors shall be provided if both floors are open.  
Breach – 26.10.24 only 1 SIA on duty  
 
2.3.3 If any event or function is scheduled to take place at the premises that is different from 
normal day to day operation (for example the showing of a major televised sporting event, or 
a private booking or promoted event), a risk assessment shall be undertaken to determine 
whether or not door supervisors (or additional door supervisors as the case may be) need to 
be deployed on such occasions. Copies of any risk assessments shall be made available to 
the Police on request.  
Breach – no Risk Assessments  produced  
 
2.6.1 The refusal records shall be reviewed by the DPS or his/her deputy at least once a 
week and signed to that effect.  
Breach – refusals  record not signed off  
 
2.8. Staff training shall be provided and recorded. All training  records shall be made 
available immediately upon the request of the police or an authorised officer of the council.  
Breach – staff on duty have not received training . Training records for other staff incomplete 
 
Of further concern is that no staff on premises have access to UKPac  or Pub Watch, 
therefore unaware of  banned persons. 
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